IT Gov Minutes
February 1, 2023
Via Zoom

Attendees: Brenton DeBoef, Melissa Frost, Brandon Fuller, Marta Gomez-Chiarri, Michael Greenfield (NOTE: via phone), Joshua Gyllinsky (absent), Amanda Izenstark, Shaun Kavanagh, Karlis Kaugars, Michael Khalfayan, Kara Larsen, Ian Lester, Dean Libutti, Matt McDonald, Ryan Menard (absent), Sanjay Kumar Mupparapu, John Stringer, Kathleen Torrens, Ted Walls

Guest: None


1. Approval of Minutes
a. December 2022
b. Karlis moved to approve minutes as presented.
c. All present voted to approve.

2. CIO Updates
a. Hiring updates
i. TLS fully staffed with newest member joining Monday.  Already working on implementation for Respondus.
ii. Extended offer and accepted to join Endpoint Services to serve as “utility infielder” for all things endpoints.
iii. SysAdmin position for Google / O365 administrator in the final stages.
iv. Security positions are in the early phase of posting first of three positions.

3. Project Status Updates
a. Moving PeopleSoft to the cloud: user acceptance testing environment to all areas going out today.  On track to have it fully migrated at the end of February.
b. No other questions or comments from the group

4. Security Update
a. Final throes of filling out questionnaire for our insurance brokers.
b. Chi started disaster testing for the cloud, and it should be wrapped in next couple of days.
c. Training: restrictions were imposed on 129 people and prompted an increased level of engagement with training.  Still 79 incompletes and still need to cross reference with list of medical leaves, faculty not teaching this semester, etc.
d. How do we put these requirements in place for new hires and continue regular training?  That’s in the planning phase for the future.
e. Admin rights on endpoints is bubbling away.
i. CEPS faculty outreach and conversation last Friday.  Needed to be added to special group in Cylance and given certain admin rights for his research computing.
ii. Research DMZ (which will be renamed) announcement being worked on by Ted and Gaurav to allow faculty to self-identify their needs.
1. Still doing some testing and crafting the message to faculty.
2. Hope to have messaging out to faculty next week.
3. Ian: will notification be shared with IT staff first so we can determine out approach to faculty to share what has already been done to bring people into compliance?  Yes, we will send it to IT All.
iii. Working on parallel announcement for plans for other community members for “green zone” machines (fully encrypted, all requirements in place) and will allow you to access data in the university.  Yellow machines will allow you access to and modification of your own data (student machines). Red zone machines are completely unsupported by manufacturer and have know security concerns (example: Windows 7 machines, Windows NT machines, etc.). Notification will speak to issues, restrictions, etc.
1. Marta: grad students bring their own machines to do their work, plus research and these are not set-up by IT.
a. Part-time lecturers, visiting scholars, etc. also fall into those same categories.
b. Our intent is to roll out something like what Chi did for landscape architecture with virtual machines in AWS that include encryption and 2FA, and then assign these machines to individuals not provided resources by the university.  Many questions remain at this point, but we are working towards a resolution.
i. Will be done on a case-by-case basis.
ii. Big question remains: who is paying for it? We do not have the funding mechanism worked out yet.
iii. We are at least six months out from implementation on this.
2. Brenton: PhD grad students need to be included in consideration and use of the virtual machines with ability to access Brightspace.
3. Safe Connect will be deployed to determine all the zones and we hope that it will be a remote deployment and management.

5. IT Strategic Plan Process Update
a. Internal IT group decided on survey as best approach and the survey was sent last Monday and is open until Sunday.
b. Amanda and John represent IT Gov and are discussing how to reach out to staff and administration.
c. Ted is handling FacSen and is looking at doing a focus group for FacSen CIT to gather preliminary feedback or to go to broader faculty feedback.
d. Steering Committee is meeting today.
e. Marta: we should also think about the metrics as we approach this so we can determine our success and focus the plan as we are doing it.
i. Karlis: “you can’t change what you can’t measure” so if it isn’t measurable, it’s not going in the plan.

6. Open Forum
a. Ted:
i. Efforts in developing and deploying dashboards ache university.  In his area there are diversity dashboards.  AAUP article supporting transparency from administration to faculty.  We could do this proactively rather than reactively.  Is there a way to do this?
1. Snowflake (managed by John) is a data lake which allows for a transform step as opposed to just gathering information.
2. Efforts have primarily focused on PowerBI.  There are a set offering of licensing available. Tableau is part of this, but it is very expensive.
ii. Marta: this is very topical with the Food Summit and FDA and URI Cooperative Extension.
iii. Sanjay: research uses PowerBI with grant information and is shared with leadership and the deans.  Basic license is available but must purchase pro licenses based on business cases sent to Mark Oliver.
iv. Could we ask John to spend some time on this at our March IT Gov meeting?  Yes.
b. Kathleen: 
i. Has there been a conversation about AI got Teaching and Chat GBT aside from forum offered by ATL?
1. Karlis: given nature and use of Chat GBT, especially as it related to “cheating,” he feels it falls to the purview of the faculty.
c. Upcoming Meetings
i. Next meeting is WED 3/1/2022 at 9 AM via Zoom.
